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Cyberstalking

DEFINITION

(a)	a	form	of	cyberbullying	
that	involves	the	use	of	
technology	(usually	the	

Internet)	to	make	someone	
else	afraid	or	concerned	

about	their	safety

(b)	this	conduct	is	
threatening	or	fear- 
inducing,	involves	an	
invasion	of	a	person’s		
right	to	privacy,	and	

manifests	in	repeated	
actions	over	time

(b)	the	use	of	social	media,	
Internet	databases,	search	
engines,	and	other	online	
resources	to	intimidate,	

follow,	and	cause	anxiety	or	
terror	to	others
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the	

victims?

In	2017,	7%	of	
Americans	were	
victims	of	online	

stalking	(Pew	
Research	Center)

Women	
between	the	

ages	of	18	and	
24	are	most	

vulnerable	(Pew)
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